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1. Management’s statement 
Unit IT Holding A/S processes personal data on behalf of Data Controller in accordance with the data pro- 
cessing agreement. 

 
The accompanying description has been prepared for Data Controller who has used Unit IT Holding A/S’ 
operational and hosting services and who has a sufficient understanding to consider the description along 
with other information, including information about controls operated by the data controllers themselves 
in assessing whether the requirements of the EU regulation on the ”Protection of natural persons with re- 

gard to the processing of personal data and on the free movement of such data” and “Lov om supplerende 
bestemmelser til forordning om beskyttelse af fysiske personer i forbindelse med behandling af persono- 
plysninger og om fri udveksling af sådanne oplysninger” (subsequently “the data protection rules”) have 
been complied with. 

 
Unit IT Holding A/S uses B4Restore A/S and Global Connect A/S as subprocessor for hosting activities 
and backup services. This report uses the carve-out method and does not comprise control objectives and 
re- lated controls that Subprocessors performs for Unit IT Holding A/S. 

 
Some of the control objectives stated in our description in section 3 can only be achieved if the complemen- 
tary controls at Data Controller are suitably designed and operating effectively with our controls. This re- 

port does not comprise the suitability of the design and operating effectiveness of these complementary 
controls. 

 
Unit IT Holding A/S confirms that: 

 
a) The accompanying description in section 3 fairly presents Unit IT Holding A/S’ information security 

and measures regarding operational and hosting services that has processed personal data for data 
controllers subject to the data protection rules throughout the period from 1. January 2024 to 31. De- 
cember 2024. The criteria used in making this statement were that the accompanying description: 

 
(i) Presents how Unit IT Holding A/S’ information security and measures regarding operational and 

hosting services was designed and implemented, including: 

• The types of services provided, including the type of personal data processed; 
 

• The procedures, within both information technology and manual systems, used to initiate, rec- 
ord, process and, if necessary, correct, delete and restrict processing of personal data; 

 

• The procedures used to ensure that data processing has taken place in accordance with con- 
tract, instructions or agreement with the data controller; 

 

• The procedures ensuring that the persons authorised to process personal data have committed 
to confidentiality or are subject to an appropriate statutory duty of confidentiality; 

 

• The procedures ensuring upon discontinuation of data processing that, by choice of the data 
controller, all personal data are deleted or returned to the data controller unless retention of 
such personal data is required by law or regulation; 

 

• The procedures supporting, in the event of breach of personal data security, that the data con- 
troller may report this to the supervisory authority and inform the data subjects; 

 

• The procedures ensuring appropriate technical and organisational security measures in the 
processing of personal data in consideration of the risks that are presented by personal data 
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processing, such as accidental or unlawful destruction, loss, alteration, unauthorised disclosure 
of, or access to, personal data transmitted, stored or otherwise processed; 

• Controls that we, in reference to the scope of Unit IT Holding A/S’ information security and 
measures regarding operational and hosting services, have assumed would be implemented by 
the data controllers and which, if necessary in order to achieve the control objectives stated in 
the description, are identified in the description; 

 

• Other aspects of our control environment, risk assessment process, information system (in- 
cluding the related business processes) and communication, control activities and monitoring 
controls that are relevant to the processing of personal data. 

 
(ii) Includes relevant information about changes in the data processor’s Unit IT Holding A/S’ infor- 

mation security and measures regarding operational and hosting services in the processing of per- 
sonal data in the period from 1. January 2024 to 31. December 2024; 

 
(iii) Does not omit or distort information relevant to the scope of Unit IT Holding A/S’ information se- 

curity and measures regarding operational and hosting services being described for the processing 
of personal data while acknowledging that the description is prepared to meet the common needs 
of a broad range of data controllers and may not, therefore, include every aspect of Unit IT Hold- 
ing A/S’ information security and measures regarding operational and hosting services that the in- 

dividual data controllers might consider important in their particular circumstances. 

 
b) The controls related to the control objectives stated in the accompanying description were suitably de- 

signed and operated effectively throughout the period from 1. January 2024 to 31. December 2024. The 
criteria used in making this statement were that: 

 
(i) The risks that threatened achievement of the control objectives stated in the description were iden- 

tified; 

 
(ii) The identified controls would, if operated as described, provide reasonable assurance that those 

risks did not prevent the stated control objectives from being achieved; and 

 
(iii) The controls were consistently applied as designed, including that manual controls were applied by 

persons who have the appropriate competence and authority, throughout the period from 1. Janu- 
ary 2024 to 31. December 2024. 

 
c) Appropriate technical and organisational measures were established and maintained to comply with the 

agreements with the data controllers, sound data processing practices and relevant requirements for 
data processors in accordance with the data protection rules. 

 
 

 
Middelfart, 19 February 2025 
Unit IT Holding A/S 

 
 

 
Jess Julin Ibsen 
CEO 
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2. Independent auditor’s report 
Independent auditor’s ISAE 3000 assurance report on information security and measures 
for the period from 1. January 2024 to 31. December 2024 pursuant to the data processing 
agreement with Data Controller 

 
To: Unit IT Holding A/S and Data Controller 

 
Scope 

We have been engaged to provide assurance about Unit IT Holding A/S’s description in section 3 of Unit IT 
Holding A/S’ operational and hosting services in accordance with the data processing agreement with Data 

Controller throughout the period from 1. January 2024 to 31. December 2024 (the description) and about 
the design and operating effectiveness of controls related to the control objectives stated in the description. 

 
Our report covers whether Unit IT Holding A/S has designed and effectively operated suitable controls re- 
lated to the control objectives stated in section 4. The report does not include an assessment of Unit IT 
Holding A/S’ general compliance with the requirements of the EU regulation on the ”Protection of natural 

persons with regard to the processing of personal data and on the free movement of such data” and “Lov 
om supplerende bestemmelser til forordning om beskyttelse af fysiske personer i forbindelse med behan- 
dling af personoplysninger og om fri udveksling af sådanne oplysninger” (subsequently “the data protec- 
tion rules”). 

 
Unit IT Holding A/S uses B4Restore A/S and Global Connect as a subservice supplier of datacenter hosting 
and backup services. This report uses the carve-out method and does not comprise control objectives and 
related controls that B4Restore A/S and Global Connect A/S performs for Unit IT Holding A/SUnit IT 

Holding A/SUnit IT Holding A/S. 

 
Some of the control objectives stated in Unit IT Holding A/S’ description in section 3 can only be achieved 

if the complementary controls at Data Controller are suitably designed and operating effectively with Unit 
IT Holding A/S’s controls. This report does not comprise the suitability of the design and operating effec- 
tiveness of these complementary controls. 

 
We express reasonable assurance in our conclusion. 

 
Unit IT Holding A/S’s responsibilities 

Unit IT Holding A/S is responsible for: preparing the description and accompanying statement in section 1, 
including the completeness, accuracy and method of presentation of the description and statement; provid- 
ing the services covered by the description; stating the control objectives and designing and effectively op- 

erating controls to achieve the stated control objectives. 

Auditor’s independence and quality control 

We have complied with the independence and other ethical requirements in the International Ethics Stand- 
ards Board for Accountants’ International Code of Ethics for Professional Accountants (IESBA Code), 
which is founded on fundamental principles of integrity, objectivity, professional competence and due care, 
confidentiality and professional conduct, as well as ethical requirements applicable in Denmark. 

 
Our firm applies International Standard on Quality Management 1, ISQM 1, which requires the firm to de- 
sign, implement and operate a system of quality management, including policies or procedures regarding 
compliance with ethical requirements, professional standards and applicable legal and regulatory require- 

ments. 
 
 
 
 

 
PricewaterhouseCoopers Statsautoriseret Revisionspartnerselskab, CVR no. 33 77 12 31 
Strandvejen 44, DK-2900 Hellerup 
T: +45 3945 3945, F: +45 3945 3987, www.pwc.dk 
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Auditor’s responsibilities 

Our responsibility is to express an opinion on Unit IT Holding A/S’ description and on the design and oper- 
ating effectiveness of controls related to the control objectives stated in that description, based on our pro- 
cedures. 

 
We conducted our engagement in accordance with ISAE 3000 (revised), “Assurance engagements other 
than audits or reviews of historical financial information”, and additional requirements applicable in Den- 
mark to obtain reasonable assurance about whether, in all material respects, the description is fairly pre- 
sented, and the controls are suitably designed and operating effectively. 

 
An assurance engagement to report on the description, design and operating effectiveness of controls at a 
data processor involves performing procedures to obtain evidence about the disclosures in the data proces- 
sor’s description of its operational and hosting services and about the design and operating effectiveness of 
controls. The procedures selected depend on the auditor’s judgement, including the assessment of the risks 

that the description is not fairly presented, and that controls are not suitably designed or operating effec- 
tively. Our procedures included testing the operating effectiveness of those controls that we consider neces- 
sary to provide reasonable assurance that the control objectives stated in the description were achieved. An 
assurance engagement of this type also includes evaluating the overall presentation of the description, the 
suitability of the objectives stated therein and the suitability of the criteria specified by the data processor 

and described in the Management’s statement section. 
 

We believe that the evidence we have obtained is sufficient and appropriate to provide a basis for our opin- 
ion. 

Limitations of controls at a data processor 

Unit IT Holding A/S’s description is prepared to meet the common needs of a broad range of data control- 
lers and may not, therefore, include every aspect of operational and hosting services that the individual 

data controllers may consider important in their particular circumstances. Also, because of their nature, 
controls at a data processor may not prevent or detect all personal data breaches. Furthermore, the projec- 
tion of any evaluation of the operating effectiveness to future periods is subject to the risk that controls at a 
data processor may become inadequate or fail. 

Opinion 

Our opinion has been formed on the basis of the matters outlined in this auditor’s report. The criteria we 
used in forming our opinion are those described in the Management’s statement section. In our opinion, in 
all material respects: 

 
a) The description fairly presents Unit IT Holding A/S’ information security and measures regarding op- 

erational and hosting services as designed and implemented throughout the period from 1. January 
2024 to 31. December 2024; 

 
b) The controls related to the control objectives stated in the description were suitably designed through- 

out the period from 1. January 2024 to 31. December 2024; and 

 
c) The controls tested, which were those necessary to provide reasonable assurance that the control ob- 

jectives stated in the description were achieved, operated effectively throughout the period from 1. 
January 2024 to 31. December 2024. 

Description of test of controls 

The specific controls tested and the nature, timing and results of those tests are listed in section 4. 
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Intended users and purpose 

This report and the description of tests of controls in section 4 are intended only for data controllers who 
have used Unit IT Holding A/S’ operation and hosting services and who have a sufficient understanding to 
consider it, along with other information, including information about controls operated by the data con- 

trollers themselves, in assessing whether the requirements of the data protection rules have been complied 
with. 

 

 
Aarhus, 19 February 2025 
PricewaterhouseCoopers 

Statsautoriseret Revisionspartnerselskab 
CVR no. 33 77 12 31 

 

 
Jesper Parsberg Madsen 
State-Authorised Public Accountant 
mne26801 
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3. Description of processing 
The purpose of the data processor’s processing of personal data on behalf of the data controller is storing 
data in Unit IT’s operations centers, so-called managed services, including ensuring stable operation, maxi- 
mum uptime, and managing planned service windows of the managed services provided to the company's 

customers. 

 
General description of Unit IT Holding A/S 

Unit IT Holding A/S (Unit IT) is a part of the USTC corporation in Middelfart. Unit IT is a managed ser- 

vices provider and provides a wide range of services that spans from infrastructure & cloud, managed ser- 
vices, Security, Cyber Defense Center, consulting, data and AI services to a wide range of public and private 
enterprises. 

 
Unit IT currently has two data centres in Middelfart, from here, approx. 3,000 servers are monitored and 
operated. Furthermore, Unit IT utilizes multiple external data centres e.g. IBM, Microsoft Azure and Global 
Connect. 

 
This description is intended to report on the general controls that Unit IT implements to support and safe- 
guard its customers. 

 
Unit IT is organized into functional business units, operating in a structured manner aligned with the guid- 
ing and normative requirements outlined in ISO31010, ISO27001, ISO27005 and ISO22301. This struc- 

tural composition fosters an environment conducive to delivering and maintaining a consistently high level 
of service to Unit IT’s customers. Unit IT places significant importance on achieving high service standards 
and ensuring customer satisfaction, recognizing these as critical elements in mitigating potential risks. 

 
Unit IT has approximately 230 employees and is headed by Managing Director Jess Julin Ibsen, who re- 
ports to the USTC group. 

 
 
 

 

• 1 March 2024: Unit IT Holding A/S acquired Global Connect Outsourcing Services (ApS KBUS 18 nr. 623), which has since been 

fully integrated into Unit IT Holding A/S. 

• 1 April 2024: Unit IT Holding A/S established a new office in the Czech Republic (Unit IT Czech Republic s.r.o.), which also op- 

erates as an integrated part of the organization. 

The entities Unit IT A/S, ApS KBUS 18, and Unit IT Czech Republic s.r.o. collectively constitute Unit IT Holding A/S. 

 
Except for the organizational changes described above, there has been no major changes to procedures and 
internal controls during the period from 1. January to 31. December 2024. 

 
Nature of processing 

The data processor’s processing of personal data on behalf of the data controller primarily concerns storage 
of data in Unit IT's operations centers, also known as managed services. This includes ensuring stable oper- 
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ation, maximum uptime, and managing planned service windows for the managed services that are deliv- 

ered to Unit IT’s customers. 

The data processor’s processing of personal data on behalf of the data controller primarily concerns host- 

ing, storage and backup. Unit IT does not carry out any processing other than data storage (e.g. develop- 

ment activities). Unit IT does not access or modify the data unless explicitly requested by the data control- 

ler through the standardized support/change request process. 

 
Personal data 

The categories of data subjects whose personal data are processed by the data processor depend on the data 
that the data controller stores when using Unit IT's hosting services. All types of data are being processed 
according to the data processing agreements. 

In accordance with the data processor's ISO 27001:2022 certification, a wide range of technical and organi- 

zational control measures have been implemented, cf. Article 32 of the Data Protection Act. 

 
Risk assessment 

Top management holds ultimate responsibility for Unit IT's information security and risk management. 

The core principle is that information security is grounded in the actual risks the company is exposed to. 

 
Unit IT’s utilizes 2 different risk methodologies. Initially ISO27001 risk assessments are based on the im- 
plementation guidelines in ISO31010 and ISO27005 subsequently following an Octave approach. 

 
Secondly, a customized approach for assessing risks related to software vulnerabilities has been imple- 
mented across the organization. This method addresses specific risks that cannot be effectively managed 
using the previously mentioned methodologies, such as Octave and ISO 27001, in day-to-day operations. It 
leverages tailored impact assessments and mitigations to ensure comprehensive risk management. 

Unit IT has a formal, management-approved process for risk management that results in action plans. 

These action plans are assigned and addressed in accordance with the risk treatment process. 

 
The initial Octave risk analysis involves a hypothetical assessment of the consequence (extent) which may 
negatively affect Unit IT and the probability that a given incident manifests itself through the exploitation 
of vulnerabilities. The analysis is used to identify the potential risks where Unit IT should implement miti- 

gating measures, and a plan is drawn up that can reduce the risk to an acceptable level. 

 
Progress and deviations are regularly communicated to the Security Committee so that deviations and ex- 
ceptions can be identified and addressed as part of management's review of risk management activities. 
Security validates results and the CISO reports to the Security Committee about metric changes in Security 
score, CMMI score as well as risk and BIA scale changes in relation to Risk. 

All critical systems/information assets from ISO31010 BIA must be reviewed annually. Non-critical sys- 

tems/information assets are assessed during implementation, as well as in the event of major changes in 

the organization, e.g. acquisitions, relocation of offices, changes in the technical infrastructure, or introduc- 

tion of new or changed IT services which are estimated to affect Unit IT's business or ability to be in control 

of critical assets. 
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Control measures 

Control objective A 

Unit IT has established written procedures to ensure personal data is only processed when clear, written 

instructions are available. These procedures are regularly reviewed to determine whether updates are nec- 

essary, at least annually. The data processor will only process personal data as instructed by the data con- 

troller. Data processing agreements, which form the foundation for all data processing activities, are stored 

electronically in a central repository. 

 
Control objective B 

Unit IT has implemented robust controls to ensure consistent and structured user rights administration 

and access management. Access to systems follows the principle of least privilege, with users granted only 

the minimum access necessary for their roles. Elevations of access rights require formal management ap- 

proval. Privileged accounts are created according to a strict process, incorporating the four-eyes principle 

(Segregation of Duties - SoD). 

 
Access credentials, including usernames and passwords, adhere to strict policies for complexity and peri- 

odic rotation to reduce the risk of compromise. User accounts and permissions are reviewed regularly to 

ensure appropriateness, with unnecessary access revoked promptly. 

 
Technical access controls are in place across all systems to prevent unauthorized or forceful login attempts. 

All system access activities are continuously monitored by a Security Information and Event Management 

(SIEM) solution, which generates alerts for abnormal events, directing them to the Cyber Defense Center 

(CDC) for immediate investigation and response. 

 
Unit IT also employs comprehensive cryptographic controls to safeguard data in transit and at rest, tailored 

to the infrastructure's specific security needs and in compliance with regulatory and contractual obliga- 

tions. 

 
Secure Operations and Change Management 

Unit IT has documented operational procedures to ensure secure and consistent system operations. These 

procedures cover managing contractual obligations, mitigating operational risks, and ensuring compliance 

with security standards. Key measures include: 

 

• Change Management: All system changes undergo a rigorous approval process via the Change Ad- 

visory Board (CAB), including input from the customer or Unit IT, as applicable, to ensure changes 

align with security policies. 

• Malware Protection: Systems are protected from malware and viruses through up-to-date protec- 

tive measures and real-time scanning. 

• Backup and Recovery: Regular backups are conducted, tested for reliability, and stored in secure, 

offsite locations. 

• Vulnerability Monitoring: Systems and devices are proactively monitored for vulnerabilities, with 

findings integrated into the SIEM for centralized oversight and remediation planning. 

 
Network and System Security 

Unit IT employs multiple layers of protection for its information networks and processing facilities. Net- 

works and associated equipment are strictly controlled, managed, and continuously monitored. Firewalls 

are configured to allow only necessary traffic, in line with the least privilege principle for IP and port ac- 

cess. Networking devices are regularly updated with security patches as recommended by manufacturers. 
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Periodic vulnerability scans of Unit IT systems identify and mitigate potential weaknesses. This emphasis 

on robust access management, secure operations, and proactive monitoring contributes to the resilience of 

Unit IT's information systems and networks. 

 
Physical controls 

Unit IT has implemented robust physical and organizational security measures to protect its hosting and 
housing facilities. Access is restricted to authorized personnel on a need-to-know, role-specific basis. Physi- 
cal barriers, such as secure locks, biometric authentication, and CCTV surveillance, along with logical ac- 
cess controls, ensure comprehensive protection. 

 
Environmental risks are mitigated with fire suppression systems, water detection sensors, and climate con- 
trol mechanisms, all of which are regularly maintained. The facilities are designed with redundancy to en- 
sure high availability and service continuity, incorporating backup power systems (UPS, generators) and 
redundant cooling systems. Surge protection mechanisms safeguard equipment from power fluctuations. 

 
Surveillance systems, security personnel, and automated alerts provide 24/7 monitoring of the facilities, 

ensuring quick detection and response to any potential threats. Independent audits and assessments are 
conducted annually to ensure compliance with ISO27002:2022 and industry best practices. 

 
Control objective C 

Unit IT has established an Information Security Policy (ISP) that all employees must follow. This policy de- 
fines the responsibilities related to information security and governs the Information Security Management 

System (ISMS), ensuring it aligns with recognized industry standards and best practices, such as ISO 
27001. The policy is reviewed at planned intervals to maintain its relevance and effectiveness. 

 
All employees undergo mandatory training in information and cybersecurity. The training is periodically 

assessed, and results are closely monitored by management to ensure compliance with security protocols 
and to identify any gaps in knowledge. 

 
The Acceptable Use Policy establishes clear guidelines for the appropriate use of company IT resources, in- 
cluding mobile devices, computers, and external media. Employees are required to adhere to these guide- 
lines. This policy also governs the use of the company’s network and applications, emphasizing secure and 

responsible behavior. 

 
Access rights to information systems are granted strictly on a need-to-know basis, following the principle of 
least privilege. Role-based access controls ensure that employees only have access to the 

 
Control objective D 

Unit IT has implemented controls to ensure that upon the termination of processing services, the data ex- 
porter, at the choice of the data importer, will either delete all personal data processed on behalf of the data 
importer and provide certification of deletion, or return all personal data and delete any existing copies. 

 
The data importer will certify the deletion of data to the data exporter. Until the data is either deleted or 
returned, the data importer remains responsible for ensuring compliance with these terms. In cases where 
local laws applicable to the data importer prohibit the deletion or return of the personal data, the data im- 
porter guarantees that it will continue to ensure compliance with these provisions, processing the data only 

to the extent and for the duration required by such local laws. 

 
Control objective E 

Unit IT has implemented procedures and processes for managing access to customer data. Access to cus- 
tomer systems, services, or configurations provisioned on platforms provided by Unit IT is governed by 
strict access controls, utilizing tiered access models and defined roles. Additionally, all sessions are logged 

and actively monitored. 

 
All data processing by Unit IT occurs within the localities, countries, or regions that have been approved by 
the data controller. 
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Control objective F 

Unit IT has implemented a process to oversee its sub-processors. This process includes a set of controls to 

ensure that Unit IT regularly evaluates the subservice supplier’s compliance with agreed contractual obliga- 

tions. These controls include, but are not limited to: 

 

• Annual collection of ISAE or SOC reports from the subservice supplier’s independent body, if ap- 

plicable based on the criticality of the sub-supplier and sub-processor. 

• Annual collection of the subservice supplier’s ISO27001 certificate, if applicable based on the criti- 

cality of the sub-supplier and sub-processor. 

 
Control objective G 

Unit IT does not transfer personal data to third countries or international organizations. 

 
Control objective H 

Procedures and controls are in place to ensure that the data processor can assist the data controller in ful- 
filling requests related to the access, correction, deletion, or restriction of personal data processing by data 
subjects. 

Unit IT will not act on any data subject request without first notifying and involving the data controller. 

Furthermore, no personal data will be disclosed to the data subject without prior written consent from the 

data controller, unless Unit IT is legally required to do so. 

 
Control objective I 

Unit IT has established procedures that include a requirement for the data processor to inform the data 

controller in the event of any personal data breaches. 

 
Also refer to section 4 for a description of the specific control activities. 

 
Complementary controls at the data controllers 

As part of the service delivery, the data controller must implement and properly manage specific controls 
necessary to achieve the control objectives outlined in the description. These controls include, but are not 
limited to: 

• Conducting risk assessments in accordance with Article 32 of the Regulation, and based on the 

findings, informing Unit IT about any additional technical or organizational measures intended to 

be implemented. 

• Notifying Unit IT of any changes in risks or in the processing or categories of data that may impact 

the type of processing carried out on behalf of the data controller. 

• Ensuring that adequate training and awareness programs are provided to users in the Data Con- 

troller's organization regarding procedures for handling personal data. 

• Confirming that the implemented security measures are sufficient to ensure adequate protection of 

personal data processing 

• Ensuring that the personal data provided to Unit IT is accurate and up to date. 

• Verifying that access provisioning for personal data at the Data Controller is appropriate. 
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4. Control objectives, control activity, tests and test re- 
sults 

 

Control objective A: 

Procedures and controls are complied with to ensure that instructions for the processing of personal data are complied with in accordance with the data 
processing agreement entered into. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

A.1 Written procedures are in place which include a 
requirement that personal data must only be pro- 
cessed when instructions to this effect are availa- 
ble. 

Assessments are made on a regular basis – and at 
least once a year – as to whether the procedures 
should be updated. 

Checked by way of inspection that formalised proce- 
dures are in place to ensure that personal data are 
only processed according to instructions. 

Checked by way of inspection that the procedures in- 
clude a requirement to assess at least once a year the 
need for updates, including in case of changes in the 
data controller’s instructions or changes in the data 
processing. 

Checked by way of inspection that procedures are up 
to date. 

No exceptions noted. 

A.2 The data processor only processes personal data 
stated in the instructions from the data control- 
ler. 

Checked by way of inspection that Management en- 
sures that personal data are only processed according 
to instructions. 

Checked by way of inspection of a sample of personal 
data processing operations that these are conducted 
consistently with instructions. 

No exceptions noted. 
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Control objective A: 

Procedures and controls are complied with to ensure that instructions for the processing of personal data are complied with in accordance with the data 
processing agreement entered into. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

A.3 The data processor immediately informs the data 
controller if an instruction, in the data proces- 
sor’s opinion, infringes the Regulation or other 
European Union or member state data protection 
provisions. 

Checked by way of inspection that formalised proce- 
dures are in place ensuring verification that personal 
data are not processed against the Data Protection 
Regulation or other legislation. 

Checked by way of inspection that procedures are in 
place for informing the data controller of cases where 
the processing of personal data is considered to be 
against legislation. 

Checked by way of inspection that the data controller 
was informed in cases where the processing of per- 
sonal data was evaluated to be against legislation. 

No exceptions noted. 
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Control objective B: 

Procedures and controls are complied with to ensure that the data processor has implemented technical measures to safeguard relevant security of pro- 
cessing. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

B.1 Written procedures are in place which include a 
requirement that security measures agreed are 
established for the processing of personal data in 
accordance with the agreement with the data con- 
troller. 

Assessments are made on a regular basis – and at 
least once a year – as to whether the procedures 
should be updated. 

Checked by way of inspection that formalised proce- 
dures are in place to ensure establishment of the secu- 
rity measures agreed. 

Checked by way of inspection that procedures are up 
to date. 

Checked by way of inspection of a sample of data pro- 
cessing agreements that the security measures agreed 
have been established. 

No exceptions noted. 

B.2 The data processor has performed a risk assess- 
ment and based on this, implemented the tech- 
nical measures considered relevant to achieve an 
appropriate level of security, including establish- 
ment of the security measures agreed with the 
data controller. 

Checked by way of inspection that formalised proce- 
dures are in place to ensure that the data processor 
performs a risk assessment to achieve an appropriate 
level of security. 

Checked by way of inspection that the risk assessment 
performed is up to date and comprises the current 
processing of personal data. 

Checked by way of inspection that the data processor 
has implemented the technical measures ensuring an 
appropriate level of security consistent with the risk 
assessment. 

Checked by way of inspection that the data processor 
has implemented the security measures agreed with 
the data controller. 

No exceptions noted. 

B.3 For the systems and databases used in the pro- 
cessing of personal data, antivirus software has 
been installed that is updated on a regular basis. 

Checked by way of inspection that antivirus software 
has been installed for the systems and databases used 
in the processing of personal data. 

Checked by way of inspection that antivirus software 
is up to date. 

No exceptions noted. 
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Control objective B: 

Procedures and controls are complied with to ensure that the data processor has implemented technical measures to safeguard relevant security of pro- 
cessing. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

B.4 External access to systems and databases used in 
the processing of personal data takes place 
through a secured firewall. 

Checked by way of inspection that external access to 
systems and databases used in the processing of per- 
sonal data takes place only through a secured firewall. 

Checked by way of inspection that the firewall has 
been configured in accordance with the relevant inter- 
nal policy. 

No exceptions noted. 

B.5 Internal networks have been segmented to ensure 
restricted access to systems and databases used 
in the processing of personal data. 

Inquired whether internal networks have been seg- 
mented to ensure restricted access to systems and da- 
tabases used in the processing of personal data. 

Inspected network diagrams and other network docu- 
mentation to ensure appropriate segmentation. 

No exceptions noted. 

B.6 Access to personal data is isolated to users with a 
work-related need for such access. 

Checked by way of inspection that formalised proce- 
dures are in place for restricting users’ access to per- 
sonal data. 

Checked by way of inspection that formalised proce- 
dures are in place for following up on users’ access to 
personal data being consistent with their work-related 
need. 

Checked by way of inspection that the technical 
measures agreed support retaining the restriction in 
users’ work-related access to personal data. 

Checked by way of inspection of a sample of users’ ac- 
cess to systems and databases that such access is re- 
stricted to the employees’ work-related need. 

No exceptions noted. 
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Control objective B: 

Procedures and controls are complied with to ensure that the data processor has implemented technical measures to safeguard relevant security of pro- 
cessing. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

B.7 System monitoring with an alarm feature has 
been established for the systems and databases 
used in the processing of personal data. 

Checked by way of inspection that system monitoring 
with an alarm feature has been established for sys- 
tems and databases used in the processing of personal 
data. 

Checked by way of inspection that, in a sample of 
alarms, these were followed up on and that the data 
controllers were informed thereof as appropriate. 

No exceptions noted. 

B.8 Effective encryption is applied when transmitting 
confidential and sensitive personal data through 
the internet or by email. 

Checked by way of inspection that formalised proce- 
dures are in place to ensure that transmissions of sen- 
sitive and confidential data through the internet are 
protected by powerful encryption based on a recog- 
nised algorithm. 

Checked by way of inspection that technological en- 
cryption solutions have been available and active 
throughout the assurance period. 

Checked by way of inspection that encryption is ap- 
plied when transmitting confidential and sensitive 
personal data through the internet or by email. 

Inquired whether any unencrypted transmission of 
sensitive and confidential personal data has taken 
place during the assurance period and whether the 
data controllers have been appropriately informed 
thereof. 

No exceptions noted. 
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Control objective B: 

Procedures and controls are complied with to ensure that the data processor has implemented technical measures to safeguard relevant security of pro- 
cessing. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

B.9 Logging of the following matters has been estab- 
lished in systems, databases and networks: 

• Activities performed by system adminis- 
trators and others holding special rights 

• Security incidents comprising: 

o Changes in log set-ups, including 
disabling of logging 

o Changes in users’ system rights 

o Failed attempts to log on to sys- 
tems, databases or networks 

Logon data are protected against manipulation 
and technical errors and are reviewed regularly. 

Checked by way of inspection that formalised proce- 
dures are in place for setting up logging of user activi- 
ties in systems, databases or networks that are used to 
process and transmit personal data, including review 
of and follow-up on logs. 

Checked by way of inspection that logging of user ac- 
tivities in systems, databases or networks that are 
used to process or transmit personal data has been 
configured and activated. 

Checked by way of inspection that user activity data 
collected in logs are protected against manipulation or 
deletion. 

Checked by way of inspection of a sample of days of 
logging that the content of log files is as expected com- 
pared to the set-up and that documentation confirms 
the follow-up performed and the response to any se- 
curity incidents. 

Checked by way of inspection of a sample of days of 
logging that documentation confirms the follow-up 
performed on activities carried out by system admin- 
istrators and others holding special rights. 

No exceptions noted. 
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Control objective B: 

Procedures and controls are complied with to ensure that the data processor has implemented technical measures to safeguard relevant security of pro- 
cessing. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

B.10 Personal data used for development, testing or 
similar activity are always in pseudonymised or 
anonymised form. Such use only takes place to 
accomplish the data controller's purpose accord- 
ing to agreement and on the data controller’s be- 
half. 

Checked by way of inspection that formalised proce- 
dures are in place for using personal data for develop- 
ment, testing or similar activity to ensure that such 
use only takes place in pseudonymised or anonymised 
form. 

Checked by way of inspection of a sample of develop- 
ment or test databases that personal data included 
therein are pseudonymised or anonymised. 

Checked by way of inspection of a sample of develop- 
ment or test databases in which personal data are not 
pseudonymised or anonymised that this has taken 
place according to agreement with, and on behalf of, 
the data controller. 

No exceptions noted. 

B.11 The technical measures established are tested on 
a regular basis in vulnerability scans and penetra- 
tion tests. 

Checked by way of inspection that formalised proce- 
dures are in place for regularly testing technical 
measures, including for performing vulnerability 
scans and penetration tests. 

Checked by way of inspection of samples that docu- 
mentation confirms regular testing of the technical 
measures established. 

Checked by way of inspection that any deviations or 
weaknesses in the technical measures have been re- 
sponded to in a timely and satisfactory manner and 
communicated to the data controllers as appropriate. 

No exceptions noted. 
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Control objective B: 

Procedures and controls are complied with to ensure that the data processor has implemented technical measures to safeguard relevant security of pro- 
cessing. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

B.12 Changes to systems, databases or networks are 
made consistently with established procedures 
that ensure maintenance using relevant updates 
and patches, including security patches. 

Checked by way of inspection that formalised proce- 
dures are in place for handling changes to systems, 
databases or networks, including handling of relevant 
updates, patches and security patches. 

Checked by way of inspection of extracts from tech- 
nical security parameters and set-ups that systems, 
databases or networks have been updated using 
agreed changes and relevant updates, patches and se- 
curity patches. 

No exceptions noted. 

B.13 A formalised procedure is in place for granting 
and removing users’ access to personal data. Us- 
ers’ access is reconsidered on a regular basis, in- 
cluding the continued justification of rights by a 
work-related need. 

Checked by way of inspection that formalised proce- 
dures are in place for granting and removing users’ ac- 
cess to systems and databases used for processing per- 
sonal data. 

Checked by way of inspection of a sample of employ- 
ees’ access to systems and databases that the user ac- 
cesses granted have been authorised and that a work- 
related need exists. 

Checked by way of inspection of a sample of resigned 
or dismissed employees that their access to systems 
and databases was deactivated or removed in a timely 
manner. 

Checked by way of inspection that documentation 
states that user accesses granted are evaluated and au- 
thorised on a regular basis – and at least once a year. 

No exceptions noted. 
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Control objective B: 

Procedures and controls are complied with to ensure that the data processor has implemented technical measures to safeguard relevant security of pro- 
cessing. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

B.14 Systems and databases processing personal data 
that involve a high risk for the data subjects are 
accessed as a minimum by using two-factor au- 
thentication. 

Checked by way of inspection that formalised proce- 
dures are in place to ensure that two-factor authenti- 
cation is applied in the processing of personal data 
that involves a high risk for the data subjects. 

Checked by way of inspection that users’ access to pro- 
cessing personal data that involve a high risk for the 
data subjects may only take place by using two-factor 
authentication. 

No exceptions noted. 

B.15 Physical access security measures have been es- 
tablished so as to only permit physical access by 
authorised persons to premises and data centres 
at which personal data are stored and processed. 

Checked by way of inspection that formalised proce- 
dures are in place to ensure that only authorised per- 
sons can gain physical access to premises and data 
centres at which personal data are stored and pro- 
cessed. 

Checked by way of inspection of documentation that, 
throughout the assurance period, only authorised per- 
sons have had physical access to premises and data 
centres at which personal data are stored and pro- 
cessed. 

No exceptions noted. 
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Control objective C: 

Procedures and controls are complied with to ensure that the data processor has implemented organisational measures to safeguard relevant security of 
processing. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

C.1 Management of the data processor has approved 
a written information security policy that has 
been communicated to all relevant stakeholders, 
including the data processor’s employees. The in- 
formation security policy is based on the risk as- 
sessment performed. 

Assessments are made on a regular basis – and at 
least once a year – as to whether the information 
security policy should be updated. 

Checked by way of inspection that an information se- 
curity policy exists that Management has considered 
and approved within the past year. 

Checked by way of inspection of documentation that 
the information security policy has been communi- 
cated to relevant stakeholders, including the data pro- 
cessor’s employees. 

No exceptions noted. 

C.2 Management of the data processor has checked 
that the information security policy does not con- 
flict with data processing agreements entered 
into. 

Inspected documentation of Management’s assess- 
ment that the information security policy generally 
meets the requirements for security measures and the 
security of processing in the data processing agree- 
ments entered into. 

Checked by way of inspection of a sample of data pro- 
cessing agreements that the requirements in these 
agreements are covered by the requirements of the in- 
formation security policy for security measures and 
security of processing. 

No exceptions noted. 
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Control objective C: 

Procedures and controls are complied with to ensure that the data processor has implemented organisational measures to safeguard relevant security of 
processing. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

C.3 The employees of the data processor are screened 
as part of the employment process. Such screen- 
ing comprises, as relevant: 

• References from former employers 

• Certificates of criminal record 

• Diplomas 

Checked by way of inspection that formalised proce- 
dures are in place to ensure screening of the data pro- 
cessor’s employees as part of the employment process. 

Checked by way of inspection of a sample of data pro- 
cessing agreements that the requirements therein for 
screening employees are covered by the data proces- 
sor’s screening procedures. 
Checked by way of inspection of employees appointed 
during the assurance period that documentation 
states that the screening has comprised: 

• References from former employers 

• Certificates of criminal record 

• Diplomas 

We have observed during our audit that 
there is a lack of verification and 
screening of employees in connection 
with employment. However, Unit IT 
has drawn up a procedure for the same, 
which is why we expect that the obser- 
vation will be removed for the next pe- 
riod. 

 
No further exceptions noted. 

C.4 Upon appointment, employees sign a confidenti- 
ality agreement. In addition, the employees are 
introduced to the information security policy and 
procedures for data processing as well as any 
other relevant information regarding the employ- 
ees’ processing of personal data. 

Checked by way of inspection of employees appointed 
during the assurance period that the relevant employ- 
ees have signed a confidentiality agreement. 

Checked by way of inspection of employees appointed 
during the assurance period that the relevant employ- 
ees have been introduced to: 

• The information security policy 

• Procedures for processing data and other rele- 
vant information. 

We have observed that one user in the 
inspected sample do not have a signed 
contract/NDA. 

 
No further exceptions noted. 
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Control objective C: 

Procedures and controls are complied with to ensure that the data processor has implemented organisational measures to safeguard relevant security of 
processing. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

C.5 For resignations or dismissals, the data processor 
has implemented a process to ensure that users’ 
rights are deactivated or terminated, including 
that assets are returned. 

Inspected procedures ensuring that resigned or dis- 
missed employees’ rights are deactivated or termi- 
nated upon resignation or dismissal and that assets 
such as access cards, computers, mobile phones, etc. 
are returned. 

Checked by way of inspection of employees resigned 
or dismissed during the assurance period that rights 
have been deactivated or terminated and that assets 
have been returned. 

No exceptions noted. 

C.6 Upon resignation or dismissal, employees are in- 
formed that the confidentiality agreement signed 
remains valid and that they are subject to a gen- 
eral duty of confidentiality in relation to the pro- 
cessing of personal data performed by the data 
processor for the data controllers. 

Checked by way of inspection that formalised proce- 
dures are in place to ensure that resigned or dismissed 
employees are made aware of the continued validity of 
the confidentiality agreement and the general duty of 
confidentiality. 

Checked by way of inspection of employees resigned 
or dismissed during the assurance period that docu- 
mentation confirms the continued validity of the con- 
fidentiality agreement and the general duty of confi- 
dentiality. 

No exceptions noted. 

C.7 Awareness training is provided to the data pro- 
cessor’s employees on a regular basis with respect 
to general IT security and security of processing 
related to personal data. 

Checked by way of inspection that the data processor 
provides awareness training to the employees cover- 
ing general IT security and security of processing re- 
lated to personal data. 

Inspected documentation stating that all employees 
who have either access to or process personal data 
have completed the awareness training provided. 

No exceptions noted. 
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Control objective D: 

Procedures and controls are complied with to ensure that personal data can be deleted or returned if arrangements are made with the data controller to 
this effect. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

D.1 Written procedures are in place which include a 
requirement that personal data must be stored 
and deleted in accordance with the agreement 
with the data controller. 

Assessments are made on a regular basis – and at 
least once a year – as to whether the procedures 
should be updated. 

Checked by way of inspection that formalised proce- 
dures are in place for storing and deleting personal 
data in accordance with the agreement with the data 
controller. 

Checked by way of inspection that procedures are up 
to date. 

No exceptions noted. 

D.2 The following specific requirements have been 
agreed with respect to the data processor’s stor- 
age periods and deletion routines. 

Checked by way of inspection that the existing proce- 
dures for storage and deletion include specific re- 
quirements for the data processor’s storage periods 
and deletion routines. 

Checked by way of inspection of a sample of data pro- 
cessing sessions from the data processor’s list of pro- 
cessing activities that documentation states that per- 
sonal data are stored in accordance with the agreed 
storage periods. 

Checked by way of inspection of a sample of data pro- 
cessing sessions from the data processor’s list of pro- 
cessing activities that documentation states that per- 
sonal data are deleted in accordance with the agreed 
deletion routines. 

No exceptions noted. 

D.3 Upon termination of the processing of personal 
data for the data controller, data have, in accord- 
ance with the agreement with the data controller, 
been: 

• Returned to the data controller and/or 

• Deleted if this is not in conflict with other 
legislation. 

Checked by way of inspection that formalised proce- 
dures are in place for processing the data controller’s 
data upon termination of the processing of personal 
data. 

Checked by way of inspection of terminated data pro- 
cessing sessions during the assurance period that doc- 
umentation states that the agreed deletion or return of 
data has taken place. 

No exceptions noted. 
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Control objective E: 

Procedures and controls are complied with to ensure that the data processor will only store personal data in accordance with the agreement with the 
data controller. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

E.1 Written procedures are in place which include a 
requirement that personal data must only be 
stored in accordance with the agreement with the 
data controller. 

Assessments are made on a regular basis – and at 
least once a year – as to whether the procedures 
should be updated. 

Checked by way of inspection that formalised proce- 
dures are in place for only storing and processing per- 
sonal data in accordance with the data processing 
agreements. 

Checked by way of inspection that procedures are up 
to date. 

Checked by way of inspection of a sample of data pro- 
cessing sessions from the data processor’s list of pro- 
cessing activities that documentation states that data 
processing takes place in accordance with the data 
processing agreement. 

No exceptions noted. 

E.2 Data processing and storage by the data proces- 
sor must only take place in the localities, coun- 
tries or regions approved by the data controller. 

Checked by way of inspection that the data processor 
has a complete and updated list of processing activi- 
ties stating localities, countries or regions. 

Checked by way of inspection of a sample of data pro- 
cessing sessions from the data processor’s list of pro- 
cessing activities that documentation states that the 
processing of data, including the storage of personal 
data, takes place only in the localities stated in the 
data processing agreement – or otherwise as approved 
by the data controller. 

No exceptions noted. 
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Control objective F: 

Procedures and controls are complied with to ensure that only approved subprocessors are used and that, when following up on such processors' tech- 
nical and organisational measures to protect the rights of data subjects and the processing of personal data, the data processor ensures adequate security 
of processing. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

F.1 Written procedures are in place which include re- 
quirements for the data processor when using 
subprocessors, including requirements for sub- 
processing agreements and instructions. 

Assessments are made on a regular basis – and at 
least once a year – as to whether the procedures 
should be updated. 

Checked by way of inspection that formalised proce- 
dures are in place for using subprocessors, including 
requirements for subprocessing agreements and in- 
structions. 

Checked by way of inspection that procedures are up 
to date. 

No exceptions noted. 

F.2 The data processor only uses subprocessors to 
process personal data that have been specifically 
or generally approved by the data controller. 

Checked by way of inspection that the data processor 
has a complete and updated list of subprocessors 
used. 

Checked by way of inspection of a sample of subpro- 
cessors from the data processor’s list of subprocessors 
that documentation states that the processing of data 
by the subprocessor follows from the data processing 
agreements – or otherwise as approved by the data 
controller. 

No exceptions noted. 

F.3 When changing the generally approved subpro- 
cessors used, the data controller is informed in 
time to enable such controller to raise objections 
and/or withdraw personal data from the data 
processor. When changing the specially approved 
subprocessors used, this has been approved by 
the data controller. 

Checked by way of inspection that formalised proce- 
dures are in place for informing the data controller 
when changing the subprocessors used. 

Inspected documentation stating that the data con- 
troller was informed when changing the subproces- 
sors used throughout the assurance period. 

No exceptions noted. 
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Control objective F: 

Procedures and controls are complied with to ensure that only approved subprocessors are used and that, when following up on such processors' tech- 
nical and organisational measures to protect the rights of data subjects and the processing of personal data, the data processor ensures adequate security 
of processing. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

F.4 The data processor has subjected the subproces- 
sor to the same data protection obligations as 
those provided in the data processing agreement 
or similar document with the data controller. 

Checked by way of inspection for existence of signed 
subprocessing agreements with subprocessors used, 
which are stated on the data processor’s list. 
Checked by way of inspection of a sample of subpro- 
cessing agreements that they include the same re- 
quirements and obligations as are stipulated in the 
data processing agreements between the data control- 
lers and the data processor. 

No exceptions noted. 

F.5 The data processor has a list of approved subpro- 
cessors disclosing: 

• Name 

• Company registration no. 

• Address 

• Description of the processing. 

Checked by way of inspection that the data processor 
has a complete and updated list of subprocessors used 
and approved. 

Checked by way of inspection that, as a minimum, the 
list includes the required details about each subpro- 
cessor. 

No exceptions noted. 
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Control objective F: 

Procedures and controls are complied with to ensure that only approved subprocessors are used and that, when following up on such processors' tech- 
nical and organisational measures to protect the rights of data subjects and the processing of personal data, the data processor ensures adequate security 
of processing. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

F.6 Based on an updated risk assessment of each sub- 
processor and the activity taking place at such 
processor, the data processor regularly follows up 
thereon through meetings, inspections, reviews of 
auditor's reports or similar activity. The data con- 
troller is informed of the follow-up performed at 
the subprocessor. 

Checked by way of inspection that formalised proce- 
dures are in place for following up on processing ac- 
tivities at subprocessors and compliance with the sub- 
processing agreements. 

Checked by way of inspection of documentation that 
each subprocessor and the current processing activity 
at such processor are subjected to risk assessment. 

Checked by way of inspection of documentation that 
technical and organisational measures, security of 
processing at the subprocessors used, third countries’ 
bases of transfer and similar matters are appropriately 
followed up on. 

Checked by way of inspection of documentation that 
information on the follow-up at subprocessors is com- 
municated to the data controller so that such control- 
ler may plan an inspection. 

No exceptions noted. 

Pe
nn

eo
 d

ok
um

en
tn

øg
le

: Z
2M

N
W

-C
7K

AT
-D

B1
U

B-
53

M
FD

-E
FD

PP
-X

LM
3N



30 

 

 

 
 

Control objective G: 

Procedures and controls are complied with to ensure that the data processor will only transfer personal data to third countries or international organisa- 
tions in accordance with the agreement with the data controller by using a valid basis of transfer. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

G.1 Written procedures are in place which include a 
requirement that the data processor must only 
transfer personal data to third countries or inter- 
national organisations in accordance with the 
agreement with the data controller by using a 
valid basis of transfer. 

Assessments are made on a regular basis – and at 
least once a year – as to whether the procedures 
should be updated. 

Checked by way of inspection that formalised proce- 
dures are in place to ensure that personal data are 
only transferred to third countries or international or- 
ganisations in accordance with the agreement with the 
data controller by using a valid basis of transfer. 

Checked by way of inspection that procedures are up 
to date. 

No exceptions noted. 

G.2 The data processor must only transfer personal 
data to third countries or international organisa- 
tions according to instructions by the data con- 
troller. 

Checked by way of inspection that the data processor 
has a complete and updated list of transfers of per- 
sonal data to third countries or international organi- 
sations. 

Checked by way of inspection of a sample of data 
transfers from the data processor’s list of transfers 
that documentation states that such transfers were ar- 
ranged with the data controller in the data processing 
agreement or subsequently approved. 

No exceptions noted. 

G.3 As part of the transfer of personal data to third 
countries or international organisations, the data 
processor assessed and documented the existence 
of a valid basis of transfer. 

Checked by way of inspection that formalised proce- 
dures are in place for ensuring a valid basis of trans- 
fer. 

Checked by way of inspection that procedures are up 
to date. 

Checked by way of inspection of a sample of data 
transfers from the data processor’s list of transfers 
that documentation confirms a valid basis of transfer 
in the data processing agreement with the data con- 
troller and that transfers have only taken place insofar 
as this was arranged with the data controller. 

No exceptions noted. 
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Control objective H: 

Procedures and controls are complied with to ensure that the data processor can assist the data controller in handing out, correcting, deleting or restrict- 
ing information on the processing of personal data to the data subject. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

H.1 Written procedures are in place which include a 
requirement that the data processor must assist 
the data controller in relation to the rights of data 
subjects. 

Assessments are made on a regular basis – and at 
least once a year – as to whether the procedures 
should be updated. 

Checked by way of inspection that formalised proce- 
dures are in place for the data processor’s assistance 
to the data controller in relation to the rights of data 
subjects. 

Checked by way of inspection that procedures are up 
to date. 

No exceptions noted. 

H.2 The data processor has established procedures 
that, insofar as this was agreed, enable timely as- 
sistance to the data controller in handing out, 
correcting, deleting or restricting or providing in- 
formation about the processing of personal data 
to data subjects. 

Checked by way of inspection that the procedures in 
place for assisting the data controller include detailed 
procedures for: 

• Handing out data 

• Correcting data 

• Deleting data 

• Restricting the processing of personal data 

• Providing information about the processing of 
personal data to data subjects. 

Checked by way of inspection of documentation that 
the systems and databases used support the perfor- 
mance of the relevant detailed procedures. 

No exceptions noted. 
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Control objective I: 

Procedures and controls are complied with to ensure that any personal data breaches may be responded to in accordance with the data processing agree- 
ment entered into. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

I.1 Written procedures are in place which include a 
requirement that the data processor must inform 
the data controllers in the event of any personal 
data breaches. 

Assessments are made on a regular basis – and at 
least once a year – as to whether the procedures 
should be updated. 

Checked by way of inspection that formalised proce- 
dures are in place which include a requirement to in- 
form the data controllers in the event of any personal 
data breaches. 

Checked by way of inspection that procedures are up 
to date. 

No exceptions noted. 

I.2 The data processor has established the following 
controls to identify any personal data breaches: 

• Awareness of employees 

• Monitoring of network traffic 

• Follow-up on logging of access to per- 
sonal data 

Checked by way of inspection that the data processor 
provides awareness training to the employees in iden- 
tifying any personal data breaches. 

Checked by way of inspection of documentation that 
network traffic is monitored and that anomalies, mon- 
itoring alarms, large file transfers, etc. are followed up 
on. 

Checked by way of inspection of documentation that 
logging of access to personal data, including follow-up 
on repeated attempts to gain access, is followed up on 
in a timely manner. 

Checked by way of inspection of documentation that 
there has been a timely follow-up on logging access to 
personal data, including monitoring repeated at- 
tempts to access. 

No exceptions noted. 
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Control objective I: 

Procedures and controls are complied with to ensure that any personal data breaches may be responded to in accordance with the data processing agree- 
ment entered into. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

I.3 If any personal data breach occurred, the data 
processor informed the data controller without 
undue delay and no later than 72 hours after hav- 
ing become aware of such personal data breach at 
the data processor or a subprocessor. 

Checked by way of inspection that the data processor 
has a list of security incidents disclosing whether the 
individual incidents involved a personal data breach. 

Made inquiries of the subprocessors as to whether 
they have identified any personal data breaches 
throughout the assurance period. 

Checked by way of inspection that the data processor 
has included any personal data breaches at subproces- 
sors in the data processor’s list of security incidents. 
Checked by way of inspection that all personal data 
breaches recorded at the data processor or the subpro- 
cessors have been communicated to the data control- 
lers concerned without undue delay and no later than 
72 hours after the data processor became aware of the 
personal data breach. 

No exceptions noted. 

I.4 The data processor has established procedures 
for assisting the data controller in filing reports 
with the Danish Data Protection Agency. These 
procedures must contain instructions on descrip- 
tions of: 

• The nature of the personal data breach 

• Probable consequences of the personal 
data breach 

• Measures taken or proposed to be taken 
to respond to the personal data breach. 

Checked by way of inspection that the procedures in 
place for informing the data controllers in the event of 
any personal data breach include detailed instructions 
for: 

• Describing the nature of the personal data 
breach 

• Describing the probable consequences of the 
personal data breach 

• Describing measures taken or proposed to be 
taken to respond to the personal data breach. 

Checked by way of inspection of documentation that 
the procedures available support that measures are 
taken to respond to the personal data breach. 

No exceptions noted. 
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             41294684467697b0c9fee23cec9068ece0faee616402374e8c2ef5f6f5403078
             
                                     
                                                                             Kunde
                                            
                            
        
             
             Unit IT AS ISAE 3000 revisionserklæring 2024
             Z2MNW-C7KAT-DB1UB-53MFD-EFDPP-XLM3N
             SHA-256
             b6df25863a9310db2c4391fbd7d268801874bd44ea147c359dac0b44cd832e5b
             
                                     
                                                                             Kunde
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                        color: #222222;
                        font-size: 12px;
                        padding: 0px;
                        margin: 0px;
                        font-family: 'Helvetica', 'Arial', sans-serif;
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                        margin: 0;
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                    .signing-box-section {
                        padding: 2px 0;
                        margin: 2px 0;
                        margin-top: 0;
                        border-top: 1px solid #cccccc;
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                        font-size: 14px;
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                        font-size: 12px;
                        font-weight: bold;
                        padding: 5px 10px;
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                        padding: 5px 0px;
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                        font-size: 11px;
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                        color: #666666;
                        font-size: 9px;
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                        padding-top: 10px;
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                        padding: 0;
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                        padding: 10px;
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                        background: #F3F3F3;
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                    Erklæring og samtykke
                
                 
                     
                        Med min underskrift bekræfter jeg indholdet og alle datoer i de følgende dokumenter, identificeret ved deres dokumentnøgle og kryptografiske hash-værdi.
                    
                     
                        Jeg accepterer, at  mit fulde navn,  min aktuelle IP-adresse samt  mit offentlige certifikat gemmes og opbevares digitalt, med det formål at kunne påvise underskriftens gyldighed.                    
                     
                        Oplysningerne indlejres i underskriften, og er derved tilgængeligt for alle, med adgang til det underskrevne materiale.
                    
                     
                        Endvidere, med min signatur accepterer jeg den til enhver tid gældende slutbruger licensaftale (EULA) for brugen af Penneo Digital Signatur Platform:  https://penneo.com/eula                      
                
                 
                     Dokumenter der underskrives
                     
                         
                             
                                 
                                     
                                
                                 
                                    Jeg underskriver dokumentet " "                                

                                 
                                                                                                             -  
                                            på vegne af    
                                            som  
                                

                                 
                                     
                                        Dokumentnøgle:  
                                    
                                     
                                        Dokumentets kryptografiske   hash-værdi:  
                                    
                                
                            
                        
                    
                
            
        
    


            
        


         yY6LQcZvTjtt9tDI1wTbPUxFbescNEXiH9X/SSVwuBc=   Mc2/jJgSlpV1gkw44zzKwtbQtmA12ozw2FWS/bxXwlc= 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 AQAB  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     2025-02-19T08:19:10.949Z     6X4JFO2SxXijSnLIri6OGyFgnGeomUwEU4g2HK0BiBY=  CN=Penneo Production CA Sign Root g1r20240514, O=Penneo A/S, L=Copenhagen, C=DK 1151972550249326784879758579936491204388223155829     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                    Erklæring og samtykke
                
                 
                     
                        Med min underskrift bekræfter jeg indholdet og alle datoer i de følgende dokumenter, identificeret ved deres dokumentnøgle og kryptografiske hash-værdi.
                    
                     
                        Jeg accepterer, at  mit fulde navn,  min aktuelle IP-adresse samt  mit offentlige certifikat gemmes og opbevares digitalt, med det formål at kunne påvise underskriftens gyldighed.                    
                     
                        Oplysningerne indlejres i underskriften, og er derved tilgængeligt for alle, med adgang til det underskrevne materiale.
                    
                     
                        Endvidere, med min signatur accepterer jeg den til enhver tid gældende slutbruger licensaftale (EULA) for brugen af Penneo Digital Signatur Platform:  https://penneo.com/eula                      
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